Dynamic visual cryptography for optical control of vibration generation equipment
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ABSTRACT

An optical experimental technique based on dynamic visual cryptography is proposed for the optical control of vibration generation equipment. A secret image is embedded into a stochastic background using initial stochastic phase deflection and phase matching algorithms. The embedded image can be interpreted by a naked eye when the structure vibrates in the pre-determined regime; the decoding of the image is based on the formation of moiré fringes in the time-averaged image. A simple visual inspection is enough to determine if the amplitude of vibrations is kept in the tolerated range. The sensitivity of the proposed optical control method as well as the applicability of this method for different types of oscillations is discussed.

© 2012 Elsevier Ltd. All rights reserved.

1. Introduction

Visual cryptography is a cryptographic technique which allows visual information (pictures, text, etc) to be encrypted in such a way that the decryption can be performed by the human visual system, without the aid of computers. Visual cryptography was pioneered by Naor and Shamir in 1994 [1]. They demonstrated a visual secret sharing scheme, where an image was broken up into n shares so that only someone with all n shares could decrypt the image, while any n − 1 shares revealed no information about the original image. Each share was printed on a separate transparency, and decryption was performed by overlaying the shares. When all n shares were overlaid, the original image would appear. Since 1994, many advances in visual cryptography have been done.

Geometric moiré [2,3] is a classical in-plane whole-field non-destructive optical experimental technique based on the analysis of visual patterns produced by superposition of two regular gratings that geometrically interfere. Two basic goals exist in moiré pattern research. The first is the analysis of moiré patterns; the task is to analyze and characterize the distribution of moiré fringes in a moiré pattern. Most of the research in moiré pattern analysis deals with the interpretation of experimentally produced patterns of fringes and determination of displacements (or strains) at centerlines of appropriate moiré fringes [2].

Another goal is moiré pattern synthesis when the generation of a certain predefined moiré pattern is required. The synthesis process involves production of two such images that the required moiré pattern emerges when those images are superimposed [4]. Moiré synthesis and analysis are tightly linked and understanding one task gives insight into the other. Conditions ensuring that a desired moiré pattern will be present in the superposition of two images are predetermined; however, they do not specify these two original images uniquely. The freedom in choosing the superimposed images can be exploited to produce various degrees of visibility and ensure the desired properties. Several criteria are proposed in [5,6] to resolve that freedom in moiré pattern synthesis.

The image hiding method based on time-averaging moiré is proposed in [7]. This method is based not on static superposition of moiré images, but on time-averaging geometric moiré. This method generates only one picture; the secret image can be interpreted by the naked eye only when the original encoded image is harmonically oscillated in a predefined direction at strictly defined amplitude of oscillation. One needs a computer to encode a secret but one can decode it without a computing device. Only one picture is generated, and the secret is leaked from this picture when parameters of oscillations are appropriately tuned. In other words, the secret can be decoded by trial and error—if only one knows that he has to shake the slide. Therefore, additional image security measures are implemented in [7,8], where the secret embedded image appears...
only when the encrypted image is oscillated according to a pre-defined law of motion; no secret is leaked when the encrypted image is oscillated harmonically. The encoding process of the secret image into stationary stochastic moiré gratings is discussed in details in [7,8]; the primary goal of these papers is to build the mathematical foundation of dynamical visual cryptography.

The object of this paper is to propose an effective optical technique for the control vibration generation equipment. In general, visual cryptography is a multidisciplinary research area of applied computer science and optical engineering. But recent modifications of visual cryptography (particularly image hiding based on time average geometric moiré) enables the development of novel optical control tools which can be exploited in different vibration related applications.

This paper is organized as follows. Initial definitions and a short overview on visual cryptography are given in Section 2; the experimental setup is discussed in Section 3; considerations about the sensitivity of the method are placed in Section 4; applicability of the technique for non-harmonic oscillations is discussed in Section 5; concluding remarks and the discussion on other potential applications of the presented technique are given in the concluding section.

2. Theoretical background

Moiré grating on the surface of a one-dimensional structure can be interpreted as a periodic variation of black and white colors:

\[ \hat{F}(x) = \frac{1}{2} + \frac{1}{2} \sin \left( \frac{2\pi}{\lambda} x \right) \]  

where \( x \) is the longitudinal coordinate; \( \hat{F}(x) \) is grayscale level of the surface at point \( x \); \( \lambda \) is the pitch of the grating. Numerical value 0 of \( \hat{F}(x) \) corresponds to black color; 1 corresponds to white color, and all intermediate values – to appropriate grayscale levels.

Time-average geometric moiré is an optical experimental method when the moiré grating is formed on the surface of an oscillating structure and time averaging techniques are used for the registration of time averaged patterns of fringes [9]. The assumption that the deflection from the state of equilibrium varies harmonically in time:

\[ u(t) = a \sin (\omega t + \varphi) \]  

yields the one-dimensional time-averaged image [2, 7, 8]:

\[ H_{\alpha}(x; \hat{F}; u) = \lim_{T \to \infty} \frac{1}{T} \int_{0}^{T} \hat{F}(x - u \sin (\omega t + \varphi)) dt = \frac{1}{2} + \frac{1}{2} \sin \left( \frac{2\pi}{\lambda} x \right) J_{0} \left( \frac{2\pi}{\lambda} a \right) \]  

where \( H_{\alpha} \) is the time averaging operator which averages the grating \( \hat{F}(x) \) according to the deflection time function \( u(t) \); \( \omega \) is the cyclic frequency, \( \varphi \) is the phase; \( a \) is the amplitude of harmonic oscillations; \( T \) is the exposure time; \( J_{0} \) is the zero order Bessel function of the first kind. Time-averaged fringes will form when \( J_{0}((2\pi)/(\lambda) a) = 0 \). Thus, the relationship between the order of a time-averaged fringe, the amplitude of harmonic oscillations and the pitch of the grating takes the following form:

\[ 2\pi \lambda \alpha_{i} = r_{i}; \quad i = 1, 2, \ldots \]  

where \( r_{i} \) denotes \( i \)th root of the zero order Bessel function of the first kind; \( \alpha_{i} \) is the amplitude of oscillation at the center of the \( i \)th time-averaged fringe. Computationally reconstructed pattern of time-averaged fringes is presented in Fig. 1. It is assumed that \( a(x) = x \); a static moiré grating is formed at \( x = 0 \) in the interval \( 0 \leq y \leq 5(\lambda = 0.2) \). A clear moiré grating is visible at the left part of the time-averaged image which gets blurred and is modulated by the zero order Bessel function of the first kind as the amplitude of harmonic oscillations increases (Eq. (3)). Time-averaged fringes form around the areas where the amplitude of oscillation satisfies the relationship (4). It can be noted that the frequency of oscillations has no effect to the formation of fringes and that the exposure time must be long enough to fit in a large number of periods of oscillations.

The ability to interpret time-averaged fringes by a naked eye is exploited in developing an image encryption method based on the principles of visual cryptography and time average geometric moiré [7,8]. A secret image is embedded into the background harmonic moiré grating; the phase matching algorithm is used to eliminate discontinuities at the boundaries between the background and the secret image; the stochastic initial phase deflection algorithm is used to encrypt the secret (both algorithms are described in detail in [7]). Such an encryption method could be considered to be somewhat similar to the moiré cryptography.

Fig. 1. Computationally reconstructed pattern of time-averaged fringes (A); the modulating zero order Bessel function of the first kind (B) and the standard deviation of the grayscale level in the time-averaged image (C); \( \lambda = 0.2 \).
method proposed by Desmedt and Van Le [4], but there is a principal difference between optical techniques used in [4] and in [7]. Double exposure geometric moiré (a superposition of two moiré slides) is used in [4]. Time average geometric moiré is used in [7]; there are no 2 or n shares to superpose in this method. One image is used only in [7] and this image must be oscillated in a predefined direction at predefined amplitude in order to produce time-averaged moiré fringes induced by the motion blur.

It is important that the direction of harmonic oscillations used to decode the secret must coincide with the direction perpendicular to the constitutive moiré grating lines used to encode the secret. Theoretically, the time of exposure should tend to infinity (we do not use stroboscopic illumination to cut out a single period of oscillations). In practice, it is enough that a large number of periods of oscillations would fit into the time of exposure [2,10]. As shown previously, the frequency of oscillations does not have any influence to the formation of the time-averaged image (Eq. (3)). Nevertheless, one must use a sufficiently high frequency of oscillations allowing the naked eye to average fast dynamical processes.

### 3. The experimental setup

As mentioned previously, the decoding method of the secret image is based on the optical time averaging of the encoded oscillating image. This image can be fixed onto the surface of a solid non-deformable body which performs periodic oscillations. The experimental setup used for the implementation of this visualization technique comprises a shaker table and an ordinary optical camera (Fig. 2). The encoded image is printed by an ordinary digital printer and glued onto the surface of a rigid structure which is fixed to the head of the shaker table. It is important to check that this rigid structure (and the fixture in whole) would not possess structural resonances at the pre-determined range of excitation frequencies – the visual decoding procedure is based on in-plane periodic oscillations.

As mentioned previously, theoretical results show that the frequency of oscillations does not have any influence to the formation of time-averaged fringes. Nevertheless, the frequency must be high enough if the decoding is visual and performed by a naked eye. On the other hand, the exposure time must be long enough to accommodate a sufficient number of periods of oscillations if the time-averaged image is to be acquired by a photographic camera (analog or digital).

The concept of the standard deviation of the grayscale level in a time-averaged image \( \sigma(\hat{H}_g F(x)) \) is introduced in [11] in order to quantify the development of a time-averaged fringe. The standard deviation of a time-averaged image can be also used to quantity errors induced by a finite exposure time. Let us assume that the amplitude is set to a value ensuring the formation of the first time-averaged fringe: \( a_1 = r_1(x)/\sqrt{2\pi} \). Then Eq. (3) yields the identity \( \hat{H}_g(x; F; u) = 0.5 \) where \( \hat{F}(x) \) is defined by Eq. (1) and the exposure time tends to infinity. Instead we calculate a definite integral \( (1/T) \int_0^T \hat{F}(x-a_1 \sin(\omega t + \phi)) dt \) and plot the results for different values of \( T \) in Fig. 3. It is clear that the error introduced by a finite exposure time diminishes within a range of few percents.
(what is completely acceptable for visual interpretation of time-averaged fringes) as \( T \) becomes longer than 10 periods of harmonic oscillation.

We select the frequency of oscillations \( \omega = 60 \text{ Hz} \) and the time of exposure \( T = 1/15 \text{ s} \). Thus, around 4 periods of oscillations fit into the time of exposure. If some fractional part of the period is cut out at the beginning or at the end of the exposure interval, that has a small effect to the process of time averaging.

The secret image is shown in Fig. 4(A); the encrypted image in harmonic moiré background is shown in Fig. 4(B); the computationally decrypted image is shown in Fig. 4(C) (the encrypted image is deflected from the state of equilibrium according to a harmonic law \( u(t) \)). Time-averaged moiré fringes are clearly seen in the regions occupied by the secret image (Fig. 4(C)); computational enhancement of the contrast helps to highlight the secret in the time-averaged image (Fig. 4(D)).

The printed encrypted image fixed to the head of the shaker table is shown in Fig. 5; the pitch of the moiré grating used for the background is 0.2292 mm; the pitch of the moiré grating in the regions of the secret image is 0.2645 mm. Time-averaged images when the amplitude of harmonic oscillations is set to \( a = 0.1012 \text{ mm} \) \((J_0((2\pi)/(0.2645)0.1012)=J_0(r_1)=0)\) and \( a = 0.0877 \text{ mm} \) \((J_0((2\pi)/(0.2292)0.0877)=J_0(r_1)=0)\) are shown in Figs. 6 and 7; the secret image is clearly interpretable in both images by a naked eye. By the way, it can be noted that images interpreted by a naked eye are better than recorded by the digital camera (due to comparatively short exposure times). A slight mismatch of the amplitude \( (a = 0.0938 \text{ mm}) \) prevents visual decoding of the secret image – no time-averaged fringes can be observed in Fig. 8.

4. Considerations about the sensitivity of the method

It is clear that the sensitivity of the proposed method is determined by pitches of moiré gratings used to represent the background and the secret image. Let us assume that the pitch at the background is \( \lambda_0 \) and the pitch at the region inherent to the
secret image is \( \lambda_1 \) (we consider the most simple case when only one secret image is encoded into the background moiré grating). Initially, let us consider harmonic oscillations. Then, time-averaged fringes will form at the background when the encoded image is oscillated harmonically and the amplitude of these oscillations is equal to one of the discreet values:

\[
a_j = r_j \frac{\lambda_0}{2\pi}; \quad j = 1, 2, \ldots \quad (5)
\]

Analogously, time averaged fringes will form at the region inherent to the secret image when the amplitude of harmonic oscillations is

\[
b_j = r_j \frac{\lambda_0}{2\pi}; \quad j = 1, 2, \ldots \quad (6)
\]

The highest possible resolution of the proposed technique (in the amplitude domain) could be achieved when \( \lambda_1 \) is almost equal to \( \lambda_0 \), but we will not consider such extremes because the optical interpretation of the secret image would become problematic then. Instead, we consider the opposite situation when \( \lambda_1 \) is located as far as possible from \( \lambda_0 \) and its recurrent values (contrast differences of the background and the secret image are highest then). As mentioned previously, roots of the zero order Bessel function of the first kind are not periodic. Nevertheless, if \( b_1 \) can be placed exactly in the middle of the interval \([\lambda_1; \lambda_2]\). Then \( b_1 = 0.5(\lambda_1 + \lambda_2) \), what yields:

\[
\lambda_1 = \frac{r_1 + r_2}{r_1} \lambda_0. \quad (7)
\]

In other words, the effective step of the amplitude \( \Delta a \) (when the location of time-averaged fringes switches between the background and the secret) is:

\[
\Delta a \approx b_1 - a_1 = \frac{r_2}{2\pi} \lambda_0 \approx 0.878 \lambda_0. \quad (8)
\]

Ordinary digital printing techniques enable printing a high quality moiré grating comprising up to 2 lines per millimeter (much higher densities can be achieved with specialized printing equipment and surface coatings). Thus, it is rather easy to achieve that \( \Delta a \) is lower than 0.5 mm.

But one has to have in mind that the proposed technique is based on the principle of visual cryptography. In other words, one must accurately tune the amplitude of oscillations in order to decrypt the secret (undeveloped time-averaged fringes prevent visual decryption). The relationship between the amplitude of harmonic oscillations and the standard deviation of the grayscale level in a time-averaged image (for a harmonic moiré grating) reads [11] (Fig. 1(C)):

\[
\sigma(\text{H}d(x; F; u)) = \left| J_0(2\pi/\lambda a) \right| / \sqrt{8}. \quad (9)
\]

The secret image is interpretable if the standard deviation is not higher than 0.01 \( \text{(a dashed line in Fig. 1(C)}) \). Then, regions of amplitudes ensuring visual decryption of the secret are marked as thick solid intervals on the \( a \)-axis in Fig. 1(C). The width of the interval around the first root of the zero order Bessel function of the first kind is about 10 times smaller than \( \Delta a \) (Fig. 1(C)). Thus, an easily achievable sensitivity of the method is 0.05 mm. In other words, the proposed optical control technique can discriminate a change of the amplitude of oscillations larger than 0.05 mm. Note that this can be achieved using an ordinary digital printer without special printing surface preparation techniques. Of course, the sensitivity can be decreased (if necessary) by enlarging pitches of moiré gratings used to encrypt the secret image.

5. Non-harmonic oscillations

As mentioned previously, the security of the encryption can be increased by applying special image formation techniques which allow visual decryption only when the encoded image is oscillated according to a predefined law of motion \[8\] and stepped periodic moiré gratings are used instead of harmonic moiré gratings.

Let us assume that the moiré grating \( F(x) \) is a stepped periodic function – the grating is formed as the array of white and dark bands:

\[
F(x) = \begin{cases} 
1, & \text{when } x \in [\lambda j; \lambda(j + 0.5)]; \\
0, & \text{when } x \in [\lambda(j + 0.5); \lambda(j + 1)); \end{cases} \quad (10)
\]

where \( \lambda \) is the pitch of the stepped moiré grating. The Fourier expansion of Eq. (10) reads:

\[
F(x) = \frac{a_0}{2} + \sum_{k=1}^{\infty} \left( a_k \cos \frac{2\pi kx}{\lambda} + b_k \sin \frac{2\pi kx}{\lambda} \right); \quad (11)
\]

where

\[
a_k = 1; \quad b_k = \frac{1}{k} \sin \left( \frac{\pi k}{\lambda} \right), \quad k = 1, 2, \ldots \quad (12)
\]

Now, harmonic oscillations yield \[8\]:

\[
H_d(F; u) = \frac{1}{2} + \sum_{k=1}^{\infty} \left( 1 + \left( \frac{-1}{{k}^2} \right) \sin \frac{2\pi kx}{\lambda} \right) J_0 \left( \frac{2\pi k}{\lambda} \right); \quad (13)
\]

what does not produce fully developed time-averaged fringes due to the reason that roots of the zero order Bessel function of the first kind are not periodic. Now, let us assume that the function describing the deflection from the state of equilibrium is not a harmonic but a triangular waveform function \( z(t) \) instead (the maximum deflection from the state of equilibrium \( s \) and the frequency of oscillations \( \omega \) are still the same as for \( u(t) \) defined in Eq. (2)):

\[
z(t) = \begin{cases} 
\frac{2s}{\omega} (t - \left( \frac{s}{\omega} \right) + a) & \text{when } \left( \frac{s}{\omega} \right) + a \leq t < \left( \frac{s}{\omega} \right) + \frac{\omega}{4}; \\
\frac{2s}{\omega} (t - \left( \frac{s}{\omega} \right) + \frac{\omega}{4}) + a & \text{when } \left( \frac{s}{\omega} \right) + \frac{\omega}{4} \leq t < \left( \frac{s}{\omega} \right) + \frac{\omega}{2}; 
\end{cases} \quad (14)
\]

Then, according to \[8\] :

\[
H_d(F; z) = \frac{1}{2} + \sum_{k=1}^{\infty} \left( 1 + \left( \frac{-1}{{k}^2} \right) \sin \frac{2\pi kx}{\lambda} \right) \sin \left( \frac{2\pi k}{\lambda} \right); \quad (15)
\]

what guarantees full development of time-averaged fringes because roots of the characteristic function \( \sin(y)/y \) are periodic.

The experimental setup for visual decoding of the secret image by triangular waveform type oscillations is analogous to the previously described setup based on harmonic oscillations. Nevertheless, there is one important difference. The relationship between the order of a time-averaged fringe, the amplitude of triangular waveform type oscillations and the pitch of the grating takes the following form now:

\[
a_k = \frac{2}{2\pi} \lambda k; \quad k = 1, 2, \ldots \quad (16)
\]

the distribution of roots of characteristic functions \( J_0(2\pi(\lambda/\lambda a)) \) and \( \sin(2\pi(\lambda/\lambda a))/2\pi(\lambda/\lambda a) \) are shown in Fig. 9.

We repeat computational experiments with the secret image, but it is now embedded in the stepped moiré grating (Fig. 10). The printed encrypted image fixed to the head of the shaker table is shown in Fig. 11 (the fact that stepped moiré gratings are used instead of harmonic gratings can be clearly seen in the inset); the pitch of the moiré grating used for the background is 0.2821 mm; the pitch of the moiré grating in the regions of the secret image is 0.3174 mm. Time-averaged images when the amplitude of triangular waveform type oscillations is set to \( a = 0.14105 \) mm \( \sin(2\pi(0.2821)0.14105)) = \sin(\pi) = 0 \) are shown in Fig. 12; the secret image is clearly interpretable by a naked eye. The secret
cannot be decoded using harmonic oscillations. No time-averaged fringes develop when the amplitude of harmonic oscillations is set to 0.1080 mm (though \( J_0((2\pi l)/(0.2821)0.1080) = 0 \)); the optical image is presented in Fig. 13.

6. The sensitivity of the proposed method to phase jitter

Another important aspect of the proposed method is its sensitivity to phase jitter, even if average frequency (rpm) is strictly constant. Jitter is a statistical measure of noisy oscillation process when the period of each cycle is different due to the noise-induced jitter [12,13]. The phase noise can be characterized by the cycle jitter \( \sigma_c^2 \) [14]. It measures the variance of each period to the average period of oscillations:

\[
\sigma_c^2 = \lim_{N\to\infty} \left( \frac{1}{N} \sum_{n=1}^{N} (\tau_n - \tau_{avg})^2 \right);
\]
Fourier expansion of the moiré grating is defined by Eq. (11) and deflection from the state of equilibrium. Let us assume that the density function of the waveform is governed by the time function describing the formation of time-averaged moiré fringes is governed by the time function describing the formation of time-averaged moiré fringes. The dashed line shows stationary oscillations without phase jitter; thick solid lines stand for triangular waveform oscillations with phase jitter; thin solid lines illustrate the jitter in the waveform itself.

As mentioned previously, the formation of time-averaged moiré fringes is governed by the time function describing the deflection from the state of equilibrium. Let us assume that the Fourier expansion of the moiré grating is defined by Eq. (11) and the density function of the waveform \( w(t) \) is \( p_d(x) \). Moreover (in addition to other standard properties of density functions), we require that the function \( p_d(x) \) is even and that \( p_d(x) = 0 \) when \( x < -a \) and \( x > a \). Then, the time averaged image takes the form [8]:

\[
H_d(x; F; w) = \frac{2a}{2} + \sum_{k=-\infty}^{\infty} \left( z_k \cos \frac{2\pi kx}{l} + b_k \sin \frac{2\pi kx}{l} \right) \Phi \left( \frac{2\pi k}{l} \right);
\]

where the symbol \( \Phi \) stands for the Fourier transform of \( p_d(x) \). This theoretical result yields an important conclusion that the proposed method is not sensitive to the phase jitter. In other words, the density function of the time process denoted by the thick solid line and the density function of the time process denoted by the dashed line in Fig. 14 are the same – it can be described as the density of a random variable distributed uniformly in the interval \([ -a; a] \) (Fourier transform of this density function is \( \sin \left( \frac{2\pi}{l} \right) / (2\pi/\lambda) a \) [8]).

But the situation becomes much more complex if the waveform itself is deformed due to the jitter (the thin solid line in Fig. 14). Then one should consider the question what happens when oscillations are chaotic. These questions are investigated in detail in [15] and fall out of scope of interests for this paper.

7. Concluding remarks

So far the applicability of dynamic visual cryptography has been investigated for stationary vibrations only. It has been shown that the functionality of the system does not depend on the frequency of oscillations (though the frequency must be high enough to accommodate a considerable number of periods of oscillation in the exposure time). Thus, in principle, the proposed technique could be also applied for optical control of transient oscillations – if only the amplitude of these oscillations is kept constant. Such situations may occur during the run-up of a turbine, for example, when the frequency of the rotation gradually increases. The main factors determining the formation of time-averaged moiré fringes are the amplitude of oscillations and the waveform determining the shape of the signal. The proposed system would work well if the amplitude of oscillations would be kept constant in the run-up process. Otherwise, the fringe formation process becomes much more complex and such situations are left for the future research.

It can be noted that we have examined uni-directional vibrations only. It is quite common that vibrations (even harmonic) can be chaotic. In general, the proposed technique would work well in case of chaotic vibrations also. It is well known that a stationary geometric moiré grating comprised from an array of parallel lines is not sensitive to planar displacements along the constitutive grating lines. Nevertheless, experimental investigation of elliptic (and also 2D chaotic in-plane vibrations) is also left for the future research.

Two different waveforms have been investigated in this paper – harmonic and triangular waveforms. In principle, the proposed method is applicable for any periodic waveform. One would need to compute the density function corresponding to the given waveform and to derive its Fourier transform. Thus, for example stepped-type oscillations (when the system stays for the longest periods of time at the positions of maximal deflections from the state of equilibrium) could be also successfully controlled.

The basic idea of the proposed optical control technique is based on the fact that sophisticated computational tools are required to encode the secret image, but the decoding process is completely visual. In other words, the decoding process is based on the inability of human visual system to track fast moving objects. The eyes start averaging (blurring) the oscillating image. The eye is connected to the brain, a massive pattern recognition machine, where the time averaged moiré fringes can be directly interpreted as the secret decoded image. On the other hand, that sets the lower boundary in terms of the frequency of oscillation to the applicability of the proposed method. If the frequency of oscillation would be low enough (for example, 0.5 Hz) the eye would track the cover image and no patterns would be formed in the brain (though mathematical relationships guarantee that the frequency does not play any role in the formation of time-averaged fringes).

Some experimental images may look not very clear. Note that we do not expect a time-averaged moiré fringe to be fully developed. Otherwise, the applicability of the proposed method would be rather questionable – the amplitude of the oscillation should be strictly set to an infinitesimally accurate value. Instead, we set a maximal limit for the standard deviation of the grayscale level – when a time-averaged fringe can be considered as an almost developed one. This maximal level of the standard deviation is related to the ability to differentiate between the background and the secret image. Therefore, secret images in experimental photos may look not ideally evenly gray, though the shape of the secret picture is clearly interpretable. This level of the standard deviation is directly related to the properties of the human visual system discussed above.

A simple optical control technique for the control of vibrating equipment is proposed in this paper. The secret image embedded into a stochastic moiré background can be observed by a naked eye.
when the amplitude of vibration fits into a predetermined range of values. Such a control technique can be advantageous in particular industrial or technological environments (a laboratory shaker table for precise mixing of fluid suspensions could be a typical example). One could print an encoded image and stick it to the surface of the vibrating structure. The secret image must be encoded in such a way that the secret would leak when the structure vibrates in the predetermined regime only. That secret information could be just two letters “OK”, for example. A simple visual inspection could be enough to determine if the amplitude of vibrations is kept in the tolerated range. This is a completely zero energy optical control method. Moreover, it is functional in any transparent environment (in vacuum or in fluids). An application of this control technique in different set-ups, especially for non-stationary vibrations, is a definite object of future research.
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